
• The leading and well-known Q-LOG 
system in the field of "cyber 
security awareness training" also 
contains 8 modules:

Email/SMS/WEB/WIFI phishing 
simulations, A variety of tutorials - 
open for editing or closed 
(Interactive), distribution of a burst 
out messages / questions.

• Protected by a patent.

• Possible to be implemented on an 
On Premise server or as a SAAS 
cloud service.

HUMAN SIEM - The NEXT GENERATION of cyber security awareness training.

HUMAN
SIEM

EVERYONE IS DOING
"CYBERSECURITY 
AWARENESS TRAINING"

Q-LOG Human SIEM
IS MUCH MORE THAN THAT!

How many employees aren't familiar with the 

password policy in your organization?

Who are the employees who tried to connect 

removable media to your network?

Do your employees know which websites are 
allowed/not allowed to surf? 

How we can deal with the human factor against the various cyber attacks?

Q-LOG Human SIEM
Monitoring, documentation and analysis of 
cybersecurity events at the employee level.

Tutorials are personally adapted (automatically) 
to the employee, according to his actions 
performed in violation of the policy.

User permissions and blocked, automatically, 
depending on the risk of the employee's behavior.
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Solution features
Q-LOG

 Human SIEM
Competitors LMS solutions

The human factor - 
documentation and analysis of 
information security events at the 
employee level

Employee Personalized & 
customized tutorial

User permissions and blocked

Regulation -
compliance with standards

Email phishing

Smishing (SMS phishing)

Phishing tutorials

General tutorials 

Tutorials generator 
(Adding and editing - built-in)

WEB phishing

WIFI phishing


